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PRIVACY STATEMENT CYBER SECURITY ENTERPRISES B.V.

Cyber Security Enterprises B.V. (hereinafter: "Cyber Security Enterprises”) attaches great
importance to the protection of personal data. In this privacy statement, we explain how we
handle the personal data collected through our cybersecurity awareness game (hereinafter: "the
Game").

By using the Game, you agree to the terms as described below.

1. Collection of Personal Data

The following personal data may be collected for playing the Game:
- Name and/or username

- Email address

- Login details

- Game progress and results

- Other data you voluntarily provide in connection with the use of the Game

This data is collected to ensure the functioning of the Game, optimize your gaming experience,
and share results with you.

2. Purposes of Data Processing

The personal data collected by Cyber Security Enterprises is used exclusively for the following
purposes:

- Facilitating access to the Game

- Registering and monitoring game progress and performance

- Communication with the user about the Game and related updates
- Improving the content and functionalities of the Game

- Complying with legal obligations

3. Security of Personal Data
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Cyber Security Enterprises takes appropriate technical and organizational measures to protect
your personal data against loss or unlawful processing.

Although we strive to protect your personal data, we cannot guarantee absolute security. The
use of the Game and the provision of data is at the client's own risk. The client is responsible for
carefully handling their employees’ login details and securing their network.

4, Disclosure to Third Parties

Cyber Security Enterprises does not sell personal data to third parties. Your data will only
be shared with third parties when necessary for the execution of the agreement or when
legally obligated to do so.

Any third parties involved in processing personal data are required to protect the data and may
only use it for the agreed purposes.

5. Retention Period

We do not retain your personal data longer than necessary for the purposes for which it was
collected unless we are legally required to retain data for a longer period.

6. Rights of the User

As a user, you have the following rights regarding your personal data:

- Right to access: You have the right to know what personal data we process about you.
- Right to rectification: You have the right to have incorrect personal data corrected.

- Right to deletion: You can request us to delete your personal data unless we are legally required
to retain it.

- Right to object: You have the right to object to the processing of your personal data.
To exercise these rights, you can contact us using the contact details below.
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7. Responsibility of the Client

The client who offers the Game to their employees is responsible for complying with their own
obligations under privacy legislation (e.g., GDPR). This means the client must ensure that
employees are informed about the processing of their personal data and that they have given
consent, if required.

Cyber Security Enterprises is not responsible for the misuse of personal data by the client or
by the client's employees.

8. Contact Details

For questions about this privacy statement or the processing of your personal data, you can
contact us at:

Cyber Security Enterprises B.V.

9. Changes to the Privacy Statement

Cyber Security Enterprises reserves the right to change this privacy statement. Changes will
be published on this page. We recommend that you regularly check this page to stay
informed about any updates.
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